Attackers exploit vulnerabilities in routing protocols to wreak havoc on networks by redirecting traffic, masquerading as services and users, and stealing credentials, among others.

In this Uber challenge you will leverage what you found in the first exercise. You are an ethical hacker and your goal is to portray a real threat by describing how an adversary may gain access and to also show the impact of exploitation.
**Uber Step Hints**

1. Read about the *nmap* tool using the linux *man pages*. Execute the following command:

   ```bash
   man nmap
   ```

   (press q to exit the manual)

2. Use the information you gathered from step 1 to look for other devices that might also be running in the 10.0.4.x subnet

3. Did you find any other devices?

4. Good luck!